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Introduction

Waldur is a an open-source (MIT) cloud management 
platform with a marketplace. Used as a self-service 
platform by organizations for internal and external 
users.

While generic in design, main accent has been on 
private clouds and HPC systems.

Mature, ~10 years, developed mostly by OpenNode OÜ 
and University of Tartu.
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Main goals

- User onboarding
- Team and project management
- Reporting 
- Service offering management
- Resource management
- Helpdesk integration



Main Waldur 
Modules

Marketplace 
core

Access 
control

Policies Notifications

Application 
review portal 
(soon)

Service 
desk

Marketplace 
plugins
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Design 
principles

Happy end-users = happy operators. 
API-first with web-based GUI. SDKs 
and configuration management 
modules.

Open and flexible

Cultural choice. Crucial for 
collaboration. Non-viral licensing. 
Configurable, feature toggles, 
extension points.

User friendly

Stable technologies, security in 
development and operations. 

Secure



Multi-tenancy
and cost tracking

Organization 
permissions

User

Project
permission

Organization

Project

ProjectOrder

Resource

Plugin registry

Offering

Invoice

Invoice item
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Architecture of Waldur

SDK

  Ansible 
playbook

HomePort

MasterMind

Persistence

Executor

Messaging
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Using Waldur to 
Consolidate Access
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Using Waldur to 
Share Access
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Remote

plugin

Custom API 
integration

Custom
portal

Remote

plugin
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Observability
Waldur DB / Prometheus exporters can be 
used for building custom dashboards.

There are several mechanisms in Waldur to 
support collection of customised information 
about resources / projects for easy reporting.





Used by

…





Draft plan of integration of HE sites with EFP for allocation management



Aggregation of service catalogues into a common gateway



A NeIC funded project for building a service for cross-border resource allocation. Main user: EuroHPC LUMI



Zero-trust 
architecture

Waldur

OOD

MyAccessID

LDAP

Keycloak SLURM
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Several access interfaces to HPC 
infrastructure could be integrated behind 
a common IAM with Waldur providing 
user group / access management.

Example with OOD, SLURM and Firecrest.

Pulls user data
(OfferingUsers)

Auth

Auth

User Access

Run Jobs

FirecREST

Auth



Example: Open 
OnDemand 
integration

Keycloak

Slurm cluster

Waldur Open 
OnDemand

Existing LDAP
Wadur Site 

agent
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Open OnDemand (OOD) is a web interface 
for HPC clusters

● Home directory access
● Job submission
● Interactive jobs
● Web console

Relies on Linux usernames and OIDC 
authentication

LDAP 
Microservice

Local or 
federated user

Forks process 
under user 

account

Creates 
accounts

SSSD LDAP 
Connect

SSSD LDAP 
Connect

Pulls 
accounts

Pushes 
usages



OOD + FirecREST 
+ MyAccessID

Waldur

OOD

MyAccessID

LDAP

Keycloak SLURM
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Several access interfaces to HPC 
infrastructure could be integrated behind a 
common IAM with Waldur providing user 
group / access management Pulls user data

(OfferingUsers)

Auth

Auth

User Access

Run Jobs

FirecREST

Auth


